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START OF CHANGES
***** CHANGE 1
5.5.0
Security anchor function 
The security anchor function (SEAF) provides the authentication functionality within the AMF of the serving network. The SEAF shall fulfil the following requirements:

· The SEAF shall support primary authentication using SUCI. 
· The SEAF shall provide AUSF with the serving network name.

· The SEAF shall provide AUSF with the outcome of the authentication process.
· The SEAF shall be able to derive from KSEAF the keys for more than one security context.

******** END OF CHANGES

